
 

 

 

 

Learning Objectives: 

• Understand risk management principles per ISO 31000:2018. 

• Apply compliance strategies based on ISO 27001 and ISO 22301 standards. 

• Develop risk frameworks for organizational resilience.  

Target Audience: 

• Risk managers and compliance officers 

• Business continuity professionals 

• Information security managers 

• Internal auditors 

• Corporate governance professionals  

Daily Course Outline:  

Day 1: Introduction to Risk Management and ISO 31000:2018 

• Risk management principles, framework, and process 

• Understanding risk appetite and tolerance 

• Identifying risks and assessing impact 

Day 2: Implementing Risk Management & Compliance Strategies 

• Developing and integrating a risk management framework 

• Risk treatment plans and response strategies 

• Introduction to ISO 27001 and key security controls 

Day 3: Cybersecurity Risk Management & Business Continuity Planning 

• Risk assessment and mitigation in cybersecurity 

• Establishing a Business Continuity Management System (BCMS) 

• Conducting business impact analysis (BIA) 

Day 4: Business Continuity & Practical Application 

• Developing business continuity and disaster recovery plans 

• Case studies on enterprise risk management and cybersecurity 

• Review of key concepts and practical applications 

Location: Taaeen/ ADNOC Date: April 2025 Duration: 4 Days Fee: English  

Course Title: Certified Risk Professional Based on ISO 31000:2018, ISO 27001:2013 and ISO 22301:2019 

(CRisP) 


